**Fortegnelse over behandling af personoplysninger i Grundejerforeningen Hindhøjen.**

Fortegnelsen er til opfyldelse af den dokumentationspligt, der påhviler en forening i medfør af persondataforordningen.

Fortegnelse over behandlingsaktiviteter i: Grundejerforeningen Hindhøjen, Hindhøjen 72-122, 8382 Hinnerup, CVR-nummer: 39995972

Data for seneste ajourføring af dokumentet: 2021-06-24

|  |  |
| --- | --- |
| 1. Hvem har ansvaret for databeskyttelse i foreningen? | Følgende bestyrelsesmedlem og webmaster:   * John Bomholt, bestyrelsen@hindhojen.dk * Jørn Sanggaard, webmaster@hindhojen.dk |
| 1. Hvad er formålene med behandlingen? | 1. Varetagelse af medlemsforhold, kommunikation, medlemsmøder, generalforsamlinger og kontingentopkrævning 2. Administration af foreningens eksterne relationer. |
| 1. Hvilke personoplysninger behandler vi? | Almindelige personoplysninger:   1. Navn 2. Mailadresse 3. Adresse   Oplysninger, der er tillagt en højere grad af beskyttelse:   1. Ingen |
| 1. Hvem behandler vi oplysninger om? | Der behandles oplysninger om følgende kategorier af registrerede personer:   1. Medlemmer |
| 1. Hvem videregives oplysningerne til? | 1. Ingen tredjepart |
| 1. Hvornår sletter vi personoplysninger i foreningen? | 1. Vi opbevarer almindelige personoplysninger på medlemmer   i op til 3 år efter tilhørsforholdets ophør.   1. Bogføringsbilag skal gemmes i 5 år fra udløbet af det regnskabsår, som bilaget drejer sig om. 2. Andre relevante oplysninger til opfølgning og stillingtagen til eventuelle krav gemmes i 5 år 3. Vi opbevarer dog oplysninger til statistik og lignende, så længe de har historisk værdi |
| 1. Hvordan opbevarer vi personoplysninger i foreningen? | Vi opbevarer alle personoplysninger i foreningen på kassererens og webmasterens private computere som er beskyttet af password, som kun de selv kender til.  Der foretages back-up af alle relevante dokumenter på vores webhotel beskyttet med accesskontrol. Bestyrelsen og webmaster har adgang til back-up arkivet. |
| 1. Hvad skal vi gøre, hvis der sker et brud på persondatasikkerheden? | Hvis alle eller nogle af de registrerede oplysninger bliver stjålet, hacket eller på anden måde kompromitteret, kontakter vi vores medlemmer og bestyrelsen drøfter eventuel anmeldelse til politiet og til Datatilsynet.  Vi dokumenterer alle brud på følgende måde: Vi logger alle uregelmæssigheder. |
| 1. Hvad kan vores IT-system, og har vi tænkt databeskyttelse ind i vores IT-systemer? | Webmaster anonymiserer medlemmernes private e-mail adresser |